
Server Protection

Highlights
 Ì Protects Windows, Linux, 

Mac and UNIX systems 
from the latest threats

 Ì Supports vSphere, 
Hyper-V and XenServer

 Ì Minimizes resource 
use for optimal server 
performance

 Ì Includes Antivirus 
for vShield to provide 
efficient agentless 
scanning on vSphere

 Ì Keeps licensing simple 
so you can focus on 
other priorities

 Ì Lets you manage all your 
systems from one easy 
to use console

High security, low impact
How do we deliver great protection without compromising performance? It starts with 
innovative features like pre-execution emulation for identifying suspicious behavioral 
patterns, and in-engine caching, preventing needless rescanning of files between 
updates. Frequent, lightweight definition updates keep your protection current without 
causing network congestion. And Live Protection looks up unknown and suspicious files 
in real time, keeping your servers secure, even between updates.

Optimized for virtual environments
We’ve optimized our Windows antivirus client to take advantage of the unique 
characteristics of virtual platforms, like memory sharing and gold image deployment. 
Our Virtualization Scan Controller lets you stagger scan times, minimizing resource 
conflicts. And Antivirus for vShield makes it simple to integrate agentless antivirus 
protection into your VMware environment. It reduces resource use, eliminates scan and 
update storms and protects Windows virtual machines as soon as they come online.

One server, one license, any platform
Simply purchase one license for each physical or virtual machine running a server 
operating system. Install our endpoint client for Windows, Linux, Mac or UNIX, or 
protect your servers using our agentless Antivirus for vShield. Migrate between them 
without spending time or money navigating complex, inflexible licenses.

Easy-to-use central console
Sophos Enterprise Console is easy to use, so you’ll spend less time learning and more 
time doing. Manage all of your servers, workstations and vShield virtual security 
appliances from one consistent interface. Role-based administration lets you offload 
daily tasks, while instant reports put the information you need right at your fingertips.

Sophos Server Protection defends your data from malware 
without sacrificing server performance. 
One license includes agentless antivirus for vShield and our full antivirus client for 
Windows, Linux, UNIX and Mac. Manage them all through the easy-to-use Sophos 
Enterprise Console. It’s server security made simple, only from Sophos.
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Try it now for free
Register for a free 30-day evaluation  
at sophos.com/products/server-security

Technical Specifications 
Supported platforms System requirements Supported languages

Windows client Windows Server 2012 (64-bit), 2008 R2 (64-bit), 2008 (32-bit or 64-bit), 2003 
R2 (32-bit or 64-bit), 2003 (32-bit or 64-bit), Windows SBS 2011 (64-bit)

Disk space: 500 MB minimum
RAM: 512 MB minimum

English, French, 
German, Italian, 
Japanese, Spanish, 
Simplified Chinese and 
Traditional Chinese

Linux client Asianux 3.0 Server
Novell Open Enterprise Server 2.0, 11
Red Hat Enterprise Linux ES5, AS5, Server 6
SUSE Linux Enterprise Server 10.0, 11.0
Ubuntu Server Edition 10.04, 12.04

Disk space: 1 GB minimum
RAM: 512 MB recommended

English, Japanese

UNIX client AIX 6.1, 7.1, HP-UX (Itanium) 11.23, 11.31
Solaris (Sparc and Intel) 10, 11
FreeBSD 7, 8 (basic antivirus scanning, no central management)

Disk space: 1 GB minimum
RAM: 512 MB recommended

English, Japanese

Mac client Mac OS X 10.6, 10.7, 10.8 (Intel 32-bit or 64-bit) Disk space: 150 MB minimum
RAM: 512 MB minimum

English, French, 
German, Spanish, 
Japanese

Supported platforms
Windows guest system 

requirements

Sophos virtual security 
appliance system 

requirements
Supported languages

Antivirus for 
vShield

VMware vSphere 5.1 with 
vShield Endpoint 5.1

vShield Endpoint thin 
agent (available in VMware 
Tools) installed
SCSI controller installed
See also VMware’s list of 
supported guest operating 
systems for vShield Endpoint.

CPU: 2 cores
Disk space: 16 GB
RAM: 2.5 GB

English

Supported platforms (management 
server and remote console, 

unless otherwise noted)

Supported databases 
(all 32-bit or 64-bit)

System requirements Supported languages

Enterprise 
Console

Windows Server 2012 (64-bit), 2008 R2 
(64-bit), 2008 (32-bit and 64-bit), 2003 R2 
(32-bit and 64-bit), 2003 (32-bit and 64-bit),
Windows 8 (64-bit; remote console only),
Windows 7 (32-bit and 64-bit), Windows 
SBS 2011 (64-bit), Windows Vista SP2 
(32-bit and 64-bit; remote console 
only), Windows XP Pro SP3 (32-bit 
and 64-bit; remote console only)

SQL 2005, 2008, 2012
SQL 2012 Express Edition 
(database size limited to 10 GB)
SQL 2005, 2008 Express Edition 
(database size limited to 4 GB)

Disk space: 500 MB minimum
RAM: 1 GB minimum

English, French, 
German, Japanese, 
Italian, Spanish, 
Simplified Chinese and 
Traditional Chinese
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